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FREE MARKET M U S I C 

 
Privacy Policy 

 

Updated as of: April 3, 2024 

 

This “Privacy Policy” describes how Free Market Music LLC (“FMM”, “we”, “us”, or “our”) collects, 

uses, discloses, and otherwise processes personal information when you access our mobile application 

(“Application”) or any related features, functionality, services and websites made available by us 

(collectively, “Service”) or otherwise interact with us.  If you see any undefined term in this Privacy Policy, 

it has the definition specified in our Terms of Service (“Terms”). 

 

By accessing or using the Service, you agree that you have read, understood and agree to our collection, 

storage, use and disclosure of your personal information as described in this Privacy Policy and our Terms. 

 

Our Service may include links to third-party websites, plug-ins and applications. Except where we post, 

link to or expressly adopt or refer to this Privacy Policy, this Privacy Policy does not apply to, and we are 

not responsible for, any personal information practices of third-party websites and Service or the practices 

of other third parties. To learn about the personal information practices of third parties, please visit their 

respective privacy notices. 

 

I. Personal information we collect 

 

Personal information provided directly by you: 

 

Account Information. When you create an Account, complete your Account profile or otherwise 

communicate or interact with us on the Service, we may collect information from you, such as your name, 

phone number, e-mail address, physical address, birth date and gender. We use this contact and profile 

information to: (i) create and personalize your Account; (ii) communicate with you directly about the 

Service as well as about any questions, issues or concerns you or other users may have, and (iii) send you 

marketing communications in accordance with your preferences. 

 

Communications. We maintain all communications resulting from your interactions with us by email, 

phone, mail or chat. We use all of the foregoing communications to address your questions, issues and 

concerns and to improve our Service. We also maintain your ratings and reviews regarding the Service, 

which we may post for the benefit of all of our users. 

 

Personal information generated and/or automatically collected during your use of the Service 

 

Information about your device and its software. Information about your device and its software includes 

your IP address, browser type, internet service provider, device type/model/manufacturer, operating system, 

date and time stamp, and a unique ID that allows us to identify your browser, mobile device, and other 

similar information. We use this device and software information to diagnose and fix technology problems, 

personalize your experience, perform analytics/identify usage trends, and improve our products and 

Service. 

 

Information about the way you access and use our Service. For example, information about the way you 

access and use our Service includes tracking the links you click, the actions you take in your Account, 
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whether you open emails or click the links contained in emails that we send, whether you access the Service 

from multiple devices and other actions you take directly on the Service. 

 

Analytics information. We may collect analytics data or use third-party analytics tools such as Google 

Analytics to help us measure traffic and usage trends and the demographics of our users in order to improve 

our Service. You can learn more about Google's practices at 

http://www.google.com/policies/privacy/partners. 

 

We typically collect the foregoing information through a variety of tracking technologies, which may 

include: (i) “Cookies” are data files that are placed on your device or computer and often include an 

anonymous unique identifier. For more information about cookies, and how to disable cookies, visit 

http://www.allaboutcookies.org; (ii) “Log files” track actions occurring on the Service, and collect data 

including your IP address, browser type, Internet service provider, referring/exit pages, and date/time 

stamps; and (iii) “Web beacons,” “tags,” and “pixels” are electronic files used to record information about 

how you browse the Service. 

 

We may use third-party partners or services to assist with this effort. Information we collect automatically 

about you or your device may be combined with other personal information we collect directly. 

 

If you would like to opt-out of the tracking technologies we employ on our Service, you may do so by 

blocking, deleting or disabling them as your browser or device permits. Please note that blocking, deleting, 

or disabling these technologies will affect the functionality of our Service, and may prevent you from being 

able to access certain features. 

 

II. How we use your personal information 

 

In addition to the uses described above, we may collect and use personal information to: 

 

Provide, maintain, improve and develop the Service. We may use the personal information to provide, 

maintain, improve and develop the Service. For example, we: (i) enable you to create Accounts and 

otherwise access and use the Service, (ii) fulfill your requests (e.g., facilitate downloads), (iii) remember 

information so that you will not have to re-enter it during your subsequent visit to the Service, (iv) identify 

and contact you across multiple devices, (v) provide and monitor the effectiveness of our Service, (vi) 

perform analytics, detect activity patterns on our Service, and otherwise research usage, and (vii) test and 

develop new features and functionality and otherwise plan for and enhance our Service and for other internal 

purposes. 

 

Maintain the safety, stability and security of our Service. We may use the personal information to maintain 

the safety and security of our Service. For example, we: (i) attempt to detect or prevent fraud, abuse or other 

harmful activities, (ii) diagnose or fix technology problems, (iii) conduct security investigations and risk 

assessments, and (iv) improve and enforce our security measures. 

 

Communicate with you to provide support and other important messages. We may use personal information 

to communicate important messages to you and/or to provide you with support. For example, we might 

send you service-related emails or messages (e.g., user Account verification, changes or updates to features 

of the Service, technical and security notices) and other communications. 

 

Provide, personalize, measure and improve our advertising and marketing. We may use personal 

information to provide, personalize, measure and improve our advertising and marketing. For example, we 

http://www.allaboutcookies.org/
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may: (i) provide custom, personalized content and information, including to inform you of products, 

programs and promotions that we believe may be of interest to you, including, without limitation, through 

emails, (ii) allow you to participate in surveys, (iii) determine the effectiveness of our Service and our 

promotional campaigns, and (iv) otherwise send you marketing communications. 

 

Aggregated information. We may provide aggregated information to our partners about how our users, as 

a whole, use the Service.  FMM never discloses aggregated information to a partner in a manner that would 

identify you, or any other user, personally. 

 

Legal and regulatory requirements and proceedings. We may use personal information in connection with 

legal and regulatory proceedings and requirements, such as to comply with applicable laws. 

 

Enforce our rights. When you access or use our Service, you are bound by our Terms and this Privacy 

Policy. To ensure you comply with them, we may use your personal information to monitor, investigate, 

prevent and/or mitigate violations of our Terms as well as enforce our agreements with third parties and 

business partners. 

 

Other purposes disclosed at the time of collection. From time to time, we may use personal information for 

a specific purpose not contemplated by this Privacy Policy. In such an event, we will specifically disclose 

that use to you. 

 

III. Sharing your personal information 

 

We share your personal information with third parties in the following circumstances: 

 

Other third parties necessary to enable your use of the Service. We disclose personal information to other 

third parties as needed to fulfill your requests and to provide the Service. 

 

Service providers and contractors. We disclose personal information to third parties that provide services 

for us or on our behalf, such as website hosting, data analysis, infrastructure provisioning, IT services, 

customer service, email delivery services, fraud detection, security monitoring, advertising and marketing, 

and other similar services. 

 

Analytics providers. We share personal information with third-party analytics providers to better understand 

the demographics of our users and visitors, and to personalize, enhance and improve our Service. 

 

Business Transaction.  If another company acquires our company, business, or our assets, that company 

may then possess the personal information collected and stored by us, however, such company will assume 

the rights and obligations regarding your personal information as described in this Privacy Policy. 

 

Legal Obligations.  We may also share your personal information to: (i) comply with applicable laws and 

regulations, to respond to a subpoena, search warrant or other lawful request for information we receive, or 

to otherwise protect our rights, (ii) enforce our Terms or to protect the security or integrity of our Service; 

(iii) detect, suppress or prevent fraud or reduce credit risk and collect debts owed to us; and/or (iv) exercise 

or protect the rights, property, or personal safety of FMM, our visitors, or others. 

 

Consent. We may disclose personal information about you to other third parties with your consent. 

 

IV. Do Not Track 
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Please note that we do not alter the Service’s data collection and use practices when we see a Do Not Track 

signal from your browser or device. 

 

V. Consent to Processing 

 

Our Service is operated in the United States of America. If you are located in the European Union, Canada 

or elsewhere outside of the United States, please be aware that personal information we collect will be 

transferred to and processed in the United States. By using the Service, or providing us with any personal 

information, you fully understand and unambiguously consent to this transfer, processing and storage of 

your personal information in the United States, a jurisdiction in which the privacy laws may not be as 

comprehensive as those in the country where you reside and/or are a citizen. 

 

If you are an individual in the European Economic Area (EEA), we collect and process personal information 

about you only where we have legal basis for doing so under applicable EU laws.  The legal basis depends 

on the manner in which you use the Service. This means we collect and use your personal information only 

where: 

 

• We need it to provide you access and use of the Service, including to operate the Service, provide 

customer support and personalized features and to protect the safety and security of the Service; 

• It satisfies a legitimate interest (which is not overridden by your data protection interests), such as 

for research and development, to market and promote our Service and to protect our legal rights 

and interests; 

• You give us consent to do so for a specific purpose; or 

• We need to process your personal information to comply with a legal obligation. 

 

If you have consented to our use of personal information for a specific purpose, you have the right to change 

your mind at any time, but this will not affect any processing that has already taken place.  Where we are 

using your personal information because we or a third party have a legitimate interest to do so, you have 

the right to object to that use, though, in some cases, this may mean no longer using the Service. 

 

By using the Service you understand that your personal information may be transferred to countries outside 

of your country of residence, including the United States, which may have data protection rules that are 

different from those of your country.  In certain circumstances, courts, law enforcement agencies, 

regulatory agencies or security authorities in those other countries may be entitled to access your personal 

information. 

 

We are the controller of information that you provide in order for us to provide the Service for your use.  

You are the controller of any information that is entered during and as part of your use of the Service and 

we are the processor of that information on your behalf.  We will process the information according to your 

instructions, which you give us in the process of using the Service. 

 

If you reside in the EEA and we do not seek your explicit consent to process your personal information, we 

are relying on the legitimate commercial interest of our company in providing the Service to you and other 

customers and the need to process your personal information, as previously described, in order to 

accomplish that legitimate interest. Where data processing is occurring based on the basis of your consent, 

you also have the right to withdraw consent and request that we halt processing at any time. This withdrawal 

of consent does not invalidate the consent-based processing that occurred prior to withdrawal. 
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VI. Security 

 

The security of your personal information is important to us, but remember that no method of transmission 

over the Internet, or method of electronic storage is 100% secure. While we strive to use commercially 

acceptable means to protect your personal information, we cannot guarantee its absolute security. 

 

VII. Control of your personal information 

 

We will maintain your personal information for as long as needed in order to perform the purposes for 

which such personal information was collected.  You will be able to access, update or delete your personal 

information via your Account. You may also request at any time to access or update your personal 

information, or that we delete any of your personal information stored by us, by contacting us at 

support@freemarketmusic.com.  Following any such request, we will take all reasonable steps to provide, 

modify or delete your personal information as soon as is practicable, but some information may remain in 

archived/backup copies for our records or as otherwise required by law. Where you have consented to our 

use of your personal information, you may withdraw that consent at any time and opt-out to further use by 

contacting support@freemarketmusic.com. 

 

VIII. Minors 

 

The Service is not intended for use by children.  No one under the age of 13 is permitted to access the 

Service or provide any personal information. By using the Service, you represent that you are at least the 

age of majority in your state or province of residence. 

 

We do not knowingly collect personal information from anyone under the age of 13. If you are a parent or 

guardian and you are aware that your child has provided us with personal information, please contact us. If 

we become aware that we have collected personal information from children under the age of 13 without 

verification of parental consent, we will remove that information from our servers. 

IX. California Residents 

 

California residents may request certain information regarding our disclosure of personal information to 

third parties for their direct marketing purposes, and those who have an established business relationship 

with us may also choose to opt-out from such disclosures. To do so, please contact us at 

support@freemarketmusic.com stating your specific request and your name, address, e-mail address and 

phone number. Please allow a minimum of 30 days for a response. This will not prohibit disclosure of 

information for non-marketing purposes. 

 

X. Changes 

 

We may update this Privacy Policy from time to time in order to reflect, for example, changes to our 

practices or for other operational, legal or regulatory reasons. As such, we encourage you to periodically 

review this page for the latest information on our privacy practices. However, we will not use your personal 

information in a way that is materially different from the uses described in this Privacy Policy without 

giving you an opportunity to opt-out. If we make a material change to the way in which we collect, use, 

and/or share your personal information, we will send an email to users who have provided an email address 

and/or change the “Effective as of” date at the top of this Privacy Policy. 

 

XI. Contact 

mailto:support@freemarketmusic.com
mailto:support@freemarketmusic.com
mailto:support@freemarketmusic.com
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For more information about our privacy practices, or if you have questions or concerns, please contact us 

by e-mail at support@freemarketmusic.com or by mail using the details provided below: 

 

Free Market Music, LLC 

41 Peabody St. 

Nashville, TN 37210 

mailto:support@freemarketmusic.com

